
MANAGED PRINT SERVICES DESIGNED 

WITH YOUR NEEDS IN MIND

The U.S. federal government prints 7 billion 
pages annually.1 Much of that is unnecessary 
and costs more than people think.

We have developed a cloud-based Managed 
Print Services solution specifically to help U.S. 
federal government agencies maximize 
productivity, decrease waste and reduce 
security risks.

So, what exactly is Xerox® MPS? 

It’s the holistic and efficient management of 
Xerox® and non-Xerox® printing/imaging 
devices (such as printers, fax machines, 
copiers and multifunction devices). 

Xerox® MPS also includes products and 
services such as installation, configuration, 
training, automatic supplies replenishment, 
consulting and workflow development.

XEROX® MPS WILL ALLOW YOU TO:

•	 Print less and reduce costs in a secure, 
efficient and innovative manner

•	 Maximize uptime, utilization, capabilities 
and end-user productivity

•	 Meet sustainability goals and utilize 
recycling programs

And our proprietary MPS software provides 
scalable discovery, assessment, device 
management and secure fleet print 
management.

FIRST-IN- CL ASS SECURIT Y — A CRITIC AL 

COMPONENT

With 60% of organizations reporting at least 
one print-related data breach in the past 
year, data losses remain prevalent.2 Keeping 
your documents and data protected is 
paramount. Our MPS solution provides full 
lifecycle contract management and helps 
alleviate risk. Users can print securely when 
and where they want, thanks to:

•	 Internal Threat Reduction: Secure print 
technologies can be used to authorize the 
release of documents at the device, 
eliminating the chance of print output 
being left on the printer for unauthorized 
individuals to retrieve

•	 Encrypted Communications: We ensure 
the highest levels of encryption and 
cryptography when communicating with 
Xerox® multifunction devices

•	 Policy-Driven Management: Security 
policies are developed and maintained 
automatically

•	 Trusted Partners: We partner with experts 
like Cisco and McAfee, who have industry 
standards second to none

UNLOCK SAVINGS, UNLEASH 

PRODUC TIVIT Y

Xerox® MPS can help your agency achieve a 
boost of up to 20% in both productivity and 
cost savings. Here’s how:

•	 �Assessment and optimization tools drive 
initial savings in the print environment

•	 Automated service alerts maximize device 
uptime and utilization over time

•	 MPS frees up valuable IT resources by 
removing them from the print procurement 
and management processes

Learn more about Xerox® cloud-based 
MPS and how it could benefit your 
organization at xerox.com/govMPS. 

M A N A G E D  P R I N T  S E R V I C E S

Xerox First to Receive Security  
Authorization from FedRAMP for  
Cloud-Based Managed Print Services (MPS)

Xerox has received security authorization 
from the Federal Risk and Authorization 
Management Program (FedRAMP) for our 
cloud-based Managed Print Services. This 
means U.S. federal agencies will be able to 
reap the full benefits of MPS without  
having to go through time-consuming, 
research-intensive procurement processes.

https://www.xerox.com/govMPS


1 Keypoint Intelligence-InfoTrends Vertical Market Opportunities 2017 Research.  
2 Managed Print Services Landscape,  2017 by Louella Fernandes, Quocirca July 2017. 
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More on FedRAMP and the U.S. federal government’s cloud approach.

FEDER AL RISK AND AUTHORIZ ATION 

MANAGEMENT PROGR AM (FEDR AMP)

FedRAMP is a government-wide program 
that provides a standardized approach to 
security assessment, authorization and 
continuous monitoring for cloud products 
and services.

A collaboration of: 

•	 General Services Administration (GSA)

•	 National Institute of Standards and 
Technology (NIST)

•	 Department of Homeland Security (DHS)

•	 Department of Defense (DOD)

•	 National Security Agency (NSA)

•	 Office of Management and Budget (OMB)

•	 Federal Chief Information Officer (CIO) 
Council and its working groups

…as well as private industry.


